
 

 
 
STEP 1. 
 

 

Secure your devices. Note: The two applications that comprise PrivacyIQ 

are GuardedID® and MobileTrust®. 
 
Click the Download Link for the device you are using to download the app.   

 
Android Phones/Tablet 
  

 
iPhones/ iPads:   
  

 
Apple /Mac Computers:  
 
  

PC Windows Computers:  
 

 
Payment & License Key Generation 
 

Go to https://spacecycles.net/ecommerce-privacyiq-bundled 
 
After payment, a License Key for 2 Devices will be emailed to you. You can 
use the License Key for any combination of Windows/Mac Computers 
and/or Mobile devices. Go to ‘STEP 3’ for License installation instructions. 
 

 

https://spacecycles.net/ecommerce-privacyiq-bundled
https://play.google.com/store/apps/details?id=com.mobiletrust
https://apps.apple.com/us/app/mobiletrust/id908806557
https://www.guardedid.com/dloadsv/downloadX.aspx?oem=1140
https://www.guardedid.com/dloadsv/download2.aspx?oem=1040


 
STEP 2. 
 

 

Payment and Installation of your Secure Plan. 
 

Go to Secure Plan 

 
Please follow the Online Instructions. 
 

STEP 3. 
 

 

1. Windows Computers 
 
License Key Installation Instructions: Note: The two applications 

that comprise PrivacyIQ are GuardedID® and MobileTrust®. 
 
Upon successful installation “Congratulations! GuardedID has been successfully 

installed.” 
 

Right-click the GuardedID taskbar icon  , then select Manage License to open 
GuardedID's License Manager window as seen below: 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

https://www.identityiq.com/signup-personalinfo.aspx?offercode=431134XL&plancode=PLAN2X


 
 
Next, enter your 24-character Activation Key (including dashes) into the text box 
labeled "License Key", then click the Activate button. 
 
If activation is successful, The GuardedID License Manager window will display the 
confirmation message seen below: 

 

 

2. MacOS Computers 
 
License Key Installation Instructions: Note: The two applications 

that comprise PrivacyIQ are GuardedID® and MobileTrust®. 
 
Upon successful installation “Congratulations! GuardedID has been successfully 

installed.” 

 
Click the GuardedID dock icon to launch the License Manager. If the License 
Manager does not automatically open, select Manage > Manage License from the 
menu bar: 

 

Next, enter your 24-character Activation Key (including dashes) into the text box 
labeled "License Key", then click the Activate button: 

 



 
 
 
If activation is successful, LicenseStatus will change to Activated: 
 

 
 

3. Android Mobile Devices 
 

A. First Launch & Login 
After installing the MobileTrust® app, you will be greeted with the following splash screen when 
opening the app: 
 

 
 
You will then be prompted with the following window which explains how to enable the 
MobileTrust® secure encrypted keyboard on your Android device: 

 

 
 

B. Login Screen 
In the "Email" text field, enter the email address you registered when subscribing to the 
MobileTrust® Mobile Protection Service. In the "Password" text field, enter the password you 
created when signing up for the MobileTrust® Mobile Protection Service. You may now tick the 
box that indicates "Keep me logged in" if you would like to save your login credentials and have 
the app automatically log you in next time. If you do not remember your password, you may 
click the "Recover Password" link on this page to be guided through resetting your password. 
You may now press "Login": 



 

 
 

 
 

C. Keyboard Setup 
After logging in, you will be greeted by the following screen which instructs you on how to 
enable the MobileTrust® secure encrypted keyboard on your Android device: 

 

 
 
Tap the blue "SET UP KEYBOARD" button which will automatically display the Android/iOS 
system settings menu in which you must enable the MobileTrust® Secure Keyboard as seen 
below. If your device asks you for permission to allow this change, you must grant permission to 
continue. 
 

 
Once you have enabled the MobileTrust Secure Keyboard, you must return to the MobileTrust app then tap the 
"DONE" button to continue. 



 
 
 

D. License Profile Selection 
After tapping "Done" on the "Before you Begin" window which instructs you how to set the 
MobileTrust® secure encrypted keyboard as the default system-wide keyboard, you will be 
greeted with the License Profile window. This window allows you to select the appropriate 
license profile with which you have subscribed to the MobileTrust® Mobile Protection Service. If 
multiple license profiles exist, you can now select which license profile you would like to activate 
on your device. If your email address is only associated with a single license profile, the app will 
automatically select the profile for you. The following sample License Profile window shows an 
example of multiple License Profiles: 

 

 
 
Note- The MobileTrust® app will check for an updated license profile every 48 hours until the selected license expires. 
If your license has expired, you must renew your license with the appropriate vendor. If the currently used license 
profile has an expired license, the MobileTrust® app will automatically select a different license profile if one exists 
with an up-to-date license. 

 

4. iOS Mobile Devices 
 
Steps A. & B. from the Android Mobile Device setup are the same for iOS. 
 

C. You will then be prompted with the following window which explains how to enable 

the MobileTrust® secure encrypted keyboard on your iOS device. Tick the box which says, 
"Please don't show again" then tap the "DONE" button: 
 

 
 



 
 

D.- License Profile Selection 
After tapping "Done" on the "Before you Begin" window which instructs you how to enable the 
MobileTrust® secure encrypted keyboard in your iOS device settings, you may be greeted with 
the License Profile window. This window allows you to select the appropriate license profile with 
which you have subscribed to the MobileTrust® Mobile Protection Service. If multiple license 
profiles exist, you can now select which license profile you would like to activate on your device. 
If you only have a single license profile, the app will automatically select it for you. The following 
sample License Profile window shows an example of multiple License Profiles: 

 

 
 
Note- The MobileTrust® app will check for an updated license profile every 48 hours until the selected license expires. 
If your license has expired, you must renew your license with the appropriate vendor. If the currently used license 
profile has an expired license, the MobileTrust® app will automatically select a different license profile if one exists 
with an up-to-date license. 

 

Your devices are now secured with PrivacyIQ. Hackers cannot see your 
keystrokes and steal your private information. 
 


